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 1. Introduction
The aim of this paper is to adumbrate the WIS monitoring and afford ground for the monitoring procedure development.
The WIS monitoring goal is to provide the operation and efficiency of the WIS usage by the World Weather Watch and other WIS programmes.
The tasks of the WIS monitoring concept are:

· To specify the WIS functions to be monitored;

· To identify the types and periodicity of the monitoring;
· To set the monitoring locations;

· To elaborate recommendations on using the monitoring results
The real-time monitoring is the monitoring exercised on a quasi-real-time basis and permitting to take remedial actions to minimize or eliminate their negative effect on the WIS normal operation.

The WIS non-real-time monitoring is the monitoring exercised over a particular period of time permitting to provide the collection of the statistics from whence it is possible to reveal the WIS operation deficiencies.
The WIS monitoring procedures should be developed to the intent that the WIS real-time and non-real-time monitoring can complement each other minimizing the load on NCs. The formats of the statistics and other monitoring data to be assessed should be standardized to the end that their analysis can be as full-automated as possible. 
The WIS monitoring should comprise:

1. Centre status monitoring;
2. Network connection monitoring;
3. Observation data/products monitoring;
4. Metadata exchange status monitoring;
5. 24-h data cache monitoring;
6. Request monitoring ad meeting of user requests;
7. Centre backup readiness monitoring;
8. Centre interactions on the monitoring results;
9. Specific message transmission monitoring (Tsunami, SIGMEТ)
2. Centre Status Monitoring
The centre status monitoring and user service provision is exercised continuously on a real-time basis by means of software and hardware facilities of the centre operation control and its visual display control. When revealing the deficiencies of the centre functioning operational staff takes actions proscribed by instructions. When revealing the centre operation deficiencies the correction of which takes more than 5 minutes, the centre operational staff should inform its adjacent centres and users. When the remedial actions are taken the operational staff should inform of it all the adjacent centres and users as well as point out this fact in a review.
On a regular basis – once a month – it is necessary to represent the centre status monitoring statistics: NCs and DCPCs to their GISC, GISCs on their centre and areas of responsibility to the WMO Secretariat FTP-server.
The analysis should be carried out:

- On Regions – WIS Regional Coordinators;

- On WMO – ТТ-ОМ Coordinator
3. Network Connection Monitoring
The network connection monitoring is exercised by all the centres on a real-time basis. When the connection to a centre is broken up, it is necessary to carry out the changeover to a backup connection (if any) and make a request for the operator as soon as possible. On recovery of the main connection the data exchange reset should be done. The connection absence time should be recorded in the operations log and indicated in a review.
At each centre, the statistics on network connection incidents which are checked according to the contract terms and conditions with the connection operator should be collected and in case of non-compliance with the terms of the contract on the part of the operator a claim is laid to him. Moreover, these statistics should be located at the centre site and should be available for running the AMDCN or core network analysis. 
4. Observation Data/ Products Monitoring
The real-time quantity and data arrival timeliness monitoring is exercised by all the centres over their areas of responsibility in accordance with the schedules of observations they have declared (Volume C1, Metadata Catalogue) and the products issued. DCPCs and GISCs set forth the statistics of the scheduled data arrival on each centre of their areas of responsibility at their FTP-server (quantity and timeliness) once a day.
The monitoring of data and product arrival from other centres is carried out in accordance with the agreed requirements of the centres of their areas of responsibility.
The current results of the real-time quantitative monitoring and data arrival timeliness monitoring are the argument for an information request to NCs/DCPCs of their areas of responsibility.
5. Metadata Exchange Status Monitoring
Metadata exchange status monitoring should be exercised by every GISC and DCPC. As metadata exchange between all the centres should be carried out automatically, each centre should carry out not less than once a month the metadata exchange completeness control as well as the comparison with really arriving data. The deficiencies in the metadata exchange should be reported to the centres concerned and the remedy actions should be taken.
6. 24-Hour Data Cache Monitoring

7. Request Monitoring and Meeting of User Requests

8. Centre Backup Readiness Monitoring

The monitoring of readiness of backup hardware and software facilities as well as network connections should be conducted as continuously as possible but not less than once a week. The GISC backup monitoring is carried out by interacting GISCs and NCs, DCPCs of their areas of responsibility. 
It is necessary to verify the availability of FTP-server with data of the area of responsibility of the GISC backup and the availability of the files with actual data every 2 to 5 minutes. This verification makes possible to prove that the backup centre is operational.

Once a day GISCs exchange the logs of all the messages (files) received from the areas of responsibility which should comprise the headings of messages, their volume and arrival time. Then the backup centre logs should be compared with the logs of its centre and it is required to take measures on eliminating the differences in data reception at main and backup centres.
The log exchange permits to be convinced that there are all the data necessary for backup.
9. Centre Interactions on the Monitoring Results
Once a day DCPCs and GISCs direct to the NC/DCPC Focal Point of the area of responsibility a review of the WIS operation in the area of responsibility, including:

а) Deficiencies in the centre operation (failures, breakdowns);

b) Deficiencies in the core network operation (for GISCs) and AMDCN (for GISCs and DCPCs);
c) Deficiencies in the observation data collection (on the monitoring results) over the area of responsibility;

d) Deficiencies in centre product issue;

e) Deficiencies in other centre data and product reception.
10. Specific Message Transmission Monitoring (Tsunami, SIGMET)
For each type of messages it is necessary to prepare and implement the schemes of their dissemination. Specific messages may be test or real ones. The dissemination monitoring is exercised for both test and real messages. The message dissemination testing may be exercised at the same time with appropriate services using the WIS (GTS) for dissemination of their information, e g. with Regional Tsunami Warning Services (RTSP).

During the specific message transmission it is necessary to register the parameters of message receipt, namely, an abbreviated heading, CCCC of the centre from which a message came, the message receipt time, its length as well as the parameters of message transmission, i.e. CCCC of the centre where the message was transmitted and the message transmission time. These parameters should be stored at FTP-server in an agreed format (address will be given later). 
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